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Overview

When creating/managing users that will be utilizing TempWorks products and services, the information within this
article can be used as a handy checklist and reference point to ensure your service representatives have the
appropriate permissions and access.

This article covers the following:

. Creating New Users in Bridge

. Managing Service Reps in Enterprise

. Security Roles in Enterprise

. Web User Accounts for Administration

. Managing Service Reps in Beyond
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. Security Groups in Beyond

Creating New Users in Bridge

Begin by creating new users within Bridge by starting fresh or copying from an existing user.

C Clear Search 4 Create New User

Status: e Search

</ Active nactive

Branch:

e s

Darek Wolke2 High Tech NE Last Login: Dec 28,
Darek.Wolke2 Hier Level Allowed: System (1) 2018
¥ Dominic Reinke2 High Tech NE Last Login: Dec 31,
Dominic.Reinke2 Hier Level Allowed: System (1) 2018
Henry Smiths High Tech NE Last Login: Long ago...
Henry.Smiths Hier Level Allowed: High Tech NE (64)

Consider copying an existing user with similar permissions to avoid doing a lot of manual updates for each user
(Hierarchy Security Roles/Groups).

*Note* For more information, please see the article titled Managing Users in Bridge.


http://kb.tempworks.com/#create
http://kb.tempworks.com/#manage
http://kb.tempworks.com/#role
http://kb.tempworks.com/#web
http://kb.tempworks.com/#service
http://kb.tempworks.com/#group
http://kb.tempworks.com/help/managing-users-in-bridge

Managing Service Reps in Enterprise

Once users have been created within Bridge, their service representative accounts can be managed through
Enterprise.

Main Rep Info

SRident 4]
Active

]
Rep Name n“

Rep Full Name New Service Rep

Initials

EINC 1]

Email

Phone Number

Order Type Temp
Sales Team ID Default

Time Zone n

Use Daylight Savings [X]
Web Portal System [ ]

The information able to be updated includes allowed hierarchy, display name, email, phone number, default order
type, sales team and time zone.

*Note* For more information, please see the article titled Enterprise - Managing Your Service Reps.

Security Roles in Enterprise

Security Roles, or "Sec Roles", are used to determine what functionality a user has access to in TempWorks
Enterprise; this includes which reports can be accessed and which fields can viewed/modified/saved.


http://kb.tempworks.com/help/a-service-rep-form

3 Administration

=
Find a service rep
interest code subcategory
interview questionnaire L Ame
job title 795 itemns available
message Aaron Jurrens
= Aaron Nottestad
multiplier code
Abby Brown
owner Abby Gray
personal tokens Abby Raleigh
5 ! t Abdi Ahmed
'Eq'.Ed_ 5 Adam Eckdahl
sales pipaline status Administrator
sales team Alan Anderson
Alec Nigh
sec roles
security Aleksandra Marinova
service rep Alex Binenstock
type Alex Kitelson
tag : Alex LaVone
task admin Alex Quintela
timeclock punches Alex Regan

Currently viewing 0 of 77163 tasks. View more...

» tasks appointments social email

sec roles /
SecRole | Description -
AJR Clerk
AJR Clerk Cash Posting
AJR Supervisor
ACA General User
ACA Super User
Account Executive

Accounts receivable

Actions - Import Module
Allow SuperUserMode
AP Bill

Applicant Center

If you copied a user from Bridge, these should be set up for you already. If you created a new user, or needed to

update their individual permissions, these can be managed within Enterprise.

*Note* Security settings in Enterprise (Sec Roles) are separate from security in Beyond (Security Groups).

When editing, adding users, or managing security groups, we recommend being at your highest hierarchy

available (ex. system).

*Note* For more information, please see the article titled Enterprise - Security Roles.

Web User Accounts for Administration

If this new user will be responsible for administration of HRCenter or WebCenter, they will need a Web User

account created for their TempWorks login (this is independent of any Web User account for their respective

employee record).


http://kb.tempworks.com/help/security-roles

s, Orders, etc. I0SHUA KRAMER: High Tech staffing [ @)

Mo tasks to display for your current filter settings

— Administration

‘b tasks appointments social email

interview questionnaire P .
ob 72 items available +
e
message I ACEE N | serviceRep Info | Security Grouns [ EEog Lt
multipler code EEETTE - o ser Management
owner kyle-williams
personal access tokens Madison Test User DNU manual creation
I'BE'.in document mari Create a web account and link the employee to one or more
sales pipeline status products
sales team HEREL
Username TestUser2s
sec roles MasterTaxAutoUser
ey Melanie Kramer Password AdvertisersBrotherNerveMask a m
tag h=d Montage
R mssglengine [x] Automatically Link Product Instances
timeclock punches New Service Rep The new Web User Account will be automatically
[ T TT T linked to the appropriate product instances
Paul Czywezynski based on your current hierarchy.
Paul Sales Test User
I ! paulp
customer QA Devicel
order QA Device2
assignment QA Device3
tact Recruiter First
Recruiter2 First2
/ bill Creat
pay yan.becker reate
calendar scomremiger For security reasons, we are unable to email the
d to the user. You are responsible for
rel:)c,rts telerik testuser tacting the user to let them kno to log
. in as well as their username and pa rd.
all Dp'lIDI'IS » TempWaorks API . =

Administrative Web User accounts will need to be setup/configured within Enterprise.

*Note* For more information, please see the article titled Enterprise - Managing Service Rep Web User
Accounts.

Managing Service Reps in Beyond

Once users have been created within Bridge, their service representative accounts can be managed through
Beyond.


http://kb.tempworks.com/help/manage-service-rep-web-user-accounts

s / Service Representatives A
Advanced Search
Create and edit service representatives at or below your current hierarchy level. Note: service reps cannot be deleted; only deactivated +

Content
Full Name 1 Hierarchy Allow... Status Teams

External Service

Insight Widgets

An 21801
Interest Codes aron e Symem  Acive

Job Titles Aaron Moline 21761 High Tech Staffing nactive Admin
On-site Time Clock Invite Codes Aaron Nottestad 21775 High Tech Staffing Active DSP Recruiters
Pay Setup asrond 21058 System Active

Product Instances abbasr 2169 System

Proofing Error Management Hoby Br 2530
Reference Questions Abby Gray 26598
el Docment e Aoby Releigh 26438 Sysem Actve St Paul Branch Service Reps
e — Aodi Ahmed 26625 Syseem Active
Adam Eckclahl 26706 System
Security
: Adam Helgeson 21024 System
Service Rep Teams
Adeel 21286 System

Service Representatives

Within the "Service Representatives" screen, you are able to assign users their applicable Security Groups for
Beyond, as well as assign them to any Teams you have created (if applicable).

*Note* For more information, please see the following articles:

e Beyond - Managing Your Service Representatives

e Beyond - Creating & Managing Service Rep Teams

Security Groups in Beyond

Security groups allow you to set security permissions for each user within Beyond.

gs / [ / Permissions Q
Sookanark
Product instances Permission security groups are used to grant service representatives sets of user permissions. Note that service reps may be a member of only one of this type of security group. +

Proofing Error Management Name Descrption System Defauilt & Hierarchy

Reference Questions

Required Document Types TempWorks Default - Administrator Group for Administrators with all necessary permissions.

Sales Teams TempWerks Defaulc - Back Offce Manager Msnsgerislgrous wih sl splicable bsck of e permissians.

Security

rd Biling

Authentication

®© ® ®© ©® ® ® ® ©® ©
§

Custom Data
System
Customer Statuses
TempWorks Default - Sales Permission group for standard Sales role. System
Document Types
TempWorks Default - Stafing Specialist Permission group for scandard Staffing Specialst role. System
Insight Widgets
Whippy - Permissions Defauit security group o allow Whippy to creae contact messages on Syscem
Message Action Types
Al Pey ® System
Open API Custom Integrations
Hasa ® Syseem
Permissions
A1 pe ® Sysem
Advanced Permissions
Al Permissions Al Permissions ® System
Reports

If you copied a user from Bridge, these should be set up for you already. If you created a new user, or needed to
update their individual permissions, these can be managed within Beyond.


http://kb.tempworks.com/help/beyond---managing-your-service-representatives
http://kb.tempworks.com/help/beyond---creating-service-rep-teams

*Note* Security settings in Enterprise (Sec Roles) are separate from security in Beyond (Security Groups).
When editing, adding users, or managing security groups, we recommend being at your highest hierarchy
available (ex. system).

*Note* For more information, please see the following article titled Beyond - Managing Security Groups.

*Note* Beyond also allows for the creation and utilization of Security Groups with Advanced Permissions.

Security Groups with Advanced Permissions are strictly for revoking access to specific elements and should
not be used to grant access to anything.

Advanced Permissions Security Group

* Name

Sourcing Specialists

* Description

Used for those who source candidates

BY PAGE BY FIELD Selecting a parent selects children
Q, Filter...

v Global

~ Dashboard [ Access

v Employse Access

v  Customer Access

v (Contact Access

v Job Order Access

W Assignment Access

W  Prospect D Access

PO V. M Arrace

Members (0) +

No members added yet

CANCEL

For more information, please see the article titled Beyond - Creating Security Groups with Advanced
Permissions.


http://kb.tempworks.com/help/beyond---managing-service-reps-security
http://kb.tempworks.com/help/beyond-creating-security-groups-with-advanced-permissions
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